|  |  |
| --- | --- |
| Esta Política de Privacidade foi elaborada com o intuito de informar aos Parceiros de Negócios da IAV do Brasil ou aos seus prepostos/funcionários como as suas informações pessoais serão tratadas e protegidas, quando o processamento de dados for realizado no Brasil, quando bens ou serviços forem oferecidos a pessoas localizadas no Brasil, quando os dados de pessoas localizadas no Brasil são processados e/ou os dados pessoais foram coletados no Brasil, sujeitos à Lei Geral de Proteção de Dados – LGPD – Lei nº 13.709/2018.  Estas provisões, juntamente com as declarações da Política de Privacidade Global da IAV, explicam nossas práticas com respeito às Informações Pessoais que coletamos e processamos, além de informar sobre os direitos que você possui em relação ao processamento de seus dados pessoais.  INFORMAÇÕES SOBRE A IAV  A IAV GmbH está sediada na Alemanha:  **IAV GmbH Ingenieurgesellschaft Auto und Verkehr (“IAV GmbH”) Carnotstraße 1**  **10587 Berlin**  Nossa representante no Brasil é:  **IAV do Brasil Ltda. (“IAV Brasil”)**  **Avenida das Nações Unidas, 22.351, 4° Andar - Santo Amaro**  **CEP: 04795-904 - São Paulo – SP – Brasil**  **T + 55 11 5687-6774**  **M** [**brasil@iav.de**](mailto:brasil@iav.de)  Se você tem alguma dúvida a respeito do processamento de seus dados, seus direitos ou sobre esta Política de Privacidade, por favor entre em contato com a Encarregada de Proteção de Dados da IAV Brasil:  **Encarregada de Proteção de Dados**  **Cíntia Serrano Correia**  **e-mail: extern.cintia.correia@iav.de**  **cintiacorreia@adv.oabsp.org.br**  **Fone: 55 11 99119-8089**  COLETA E PROCESSAMENTO DE DADOS PESSOAIS.  Se você é nosso parceiro de negócios ou um funcionário/ preposto de um de nossos parceiros de negócios, nós processamos os seus dados pessoais, os quais recebemos no contexto de nosso relacionamento comercial com você ou com seu empregador.  Estes dados são, em particular, processados quando nossos sistemas de TI são usados e se você ou seus colegas tiverem contato com nossos funcionários.  Neste contexto, as seguintes categorias de dados são processadas por nós:  **- Contato profissional e dados organizacionais:** ex. sobrenome, nome próprio, título, grau acadêmico, gênero, nome da empresa onde trabalha, departamento, endereço de e-mail, endereço postal, número de telefone;  **- Dados sobre circunstâncias profissionais:** ex. cargo, tarefas, ocupação, qualificações, formação e educação avançadas, competências linguísticas, avaliações relacionadas com o trabalho;  **- Dados de uso de TI:** por exemplo, ID do usuário, funções e direitos, horários de login, nome do computador, endereço IP, configurações específicas do usuário, documentação de alteração, dados de log;  **- Dados online:** ex. Endereço IP, dados de localização, dados de cookies, dados de ferramentas de análise e rastreamento, sites acessados, dados de log;  **- Fotos;**  **- Informações sobre recursos de trabalho recebidos e planos de alocação:** e.g. telefones celulares, tablets, notebooks, autorizações de acesso;  **- Dados do veículo:** ex. modelo, marca, placas, comportamento de condução, dados de posição, dados de vídeo e áudio durante a utilização do veículo;  **- Outros:** Além disso, podemos processar outros dados fornecidos na interação com nossos funcionários ou dados que coletamos sobre você de fontes publicamente disponíveis (por exemplo, registro comercial, agências de crédito, imprensa, publicações) e declarações relacionadas à proteção de dados, como declarações de consentimento para o tratamento de dados pessoais.  **Finalidades e bases legais do tratamento de dados**  **Preparação, execução e término de um relacionamento comercial entre nós e você ou o parceiro de negócios para o qual você trabalha**  Para avaliar e pré-selecionar fornecedores e preparar auditorias no campo da gestão da qualidade, processamos em particular os contatos profissionais e dados organizacionais.  Para comunicação geral, processamento de contratos de serviços, organização de compromissos, gestão de eventos e participantes, faturamento entre nós e o parceiro de negócios, escrituração e cobrança de dívidas, relatórios, administração, cumprimento de obrigações fiscais e de notificação, tratamos, em particular, os seus dados de contato profissional.  No âmbito do trabalho de projeto (em conjunto), utilizamos bases de dados e ferramentas nas quais são armazenadas as pessoas de contato e criadas as contas de utilizador. Em particular, processamos dados de contato profissional, dados online e dados de uso de TI.  Processamos os Dados com fundamento nas seguintes bases legais:  - Iniciação e execução do contrato se você for pessoalmente nosso parceiro de negócios (Art. 7, Inciso V, LGPD).  - Cumprimento de obrigações legais (Art. 7, II, LGPD).  - Interesses legítimos prevalecentes (Art. 7, IX, LGPD): Nosso interesse legítimo reside no funcionamento e cooperação praticável com nossos parceiros de negócios.  **Geração e administração de autorizações de acesso a instalações, edifícios, áreas de teste e emissão de cartões-chave e tokens**  Para emitir passes de visitantes e autorizações de acesso, identificar visitantes e pessoas autorizadas, administrar visitantes, emitir autorizações de entrada e/ou estacionamento para veículos de visitantes, processamos, em particular, dados de contato profissional e organizacional, dados de uso de TI, fotos e outros dados referentes ao recurso entregue.  Processamos os dados com fundamento nas seguintes bases legais:  - Iniciação e execução do contrato se você for pessoalmente nosso parceiro de negócios (Art. 7, Inciso V, LGPD).  - Interesses legítimos prevalecentes (Art. 7, IX, LGPD): Nosso interesse legítimo reside na proteção de nossos negócios e segredos comerciais e nossos direitos de propriedade por meio do controle dos direitos de acesso aos nossos edifícios e instalações.  **Administração de TI**  Para alocar acesso ao sistema de TI, administração de autorizações, suporte de TI, comprovação de alterações de informações em sistemas de TI, identificação inequívoca do usuário para a operação segura de sistemas de TI, detecção e rastreamento de tentativas de acessos não autorizados, processamos, em particular, dados de contato profissional, dados online e dados de uso de TI.  Processamos os dados com fundamento na seguinte base legal:  - Interesses legítimos prevalecentes (Art. 7, IX, LGPD): Nosso interesse legítimo reside em garantir a segurança e integridade dos sistemas de TI utilizados, a solução de problemas, o rastreamento de acesso não autorizado e tentativas de acesso e o cumprimento de nossas obrigações na área de segurança de dados.  **Salvaguardar e defender nossos direitos e divulgação no contexto de medidas administrativas/judiciais**  Para o exercício e afirmação de direitos e reivindicações, divulgação no âmbito de medidas administrativas/judiciais nacionais, para fins de coleta de provas, persecução penal, para a realização de inquéritos internos, no âmbito da defesa judicial, preparação da declaração de reivindicações e declaração de reivindicações de direito civil, processamento de consultas de titulares de dados de acordo com a LGPD, processamos, em particular, dados de contato profissional e organizacional, dados sobre condições profissionais, dados de uso de TI, dados online, fotos, informações sobre recursos de trabalho recebidos e planos de alocação, dados de veículos e outros dados que possam contribuir para o esclarecimento dos fatos do caso.  Processamos os dados com fundamento nas seguintes bases legais:  - Cumprimento de obrigações legais (Art. 7, II, LGPD).  - Interesses legítimos prevalecentes (Art. 7, IX, LGPD): O nosso interesse legítimo reside na afirmação e defesa dos nossos direitos e no cumprimento dos requisitos legais e administrativos.  **Marketing direto**  Para a realização de inquéritos, análises de mercado, para informá-lo sobre as nossas competências e projetos, bem como para o envio de convites para eventos e mensagens de Natal, tratamos particularmente os seus dados de contacto profissional.  Processamos os dados com fundamento nas seguintes bases legais:  - Consentimento (Art. 7, I, LGPD).  - Interesses legítimos prevalecentes (Art. 7, IX, LGPD): Nosso interesse legítimo reside na otimização de nossos processos de negócios e na fidelidade de longo prazo de nossos parceiros de negócios.  **Por quanto tempo armazenamos seus dados?**  Armazenamos seus dados pelo tempo que precisarmos para o propósito específico de processamento. Armazenamos regularmente os seus dados durante pelo menos a duração da relação comercial consigo ou com o parceiro de negócios para quem você trabalha.  Além disso, armazenamos determinados dados durante os prazos de prescrição legais e enquanto os períodos de retenção legais estipularem.  Sob certas circunstâncias, seus dados também devem ser retidos por um período mais longo, por exemplo, se, no âmbito de um processo administrativo ou judicial, for ordenada a proibição de eliminação de dados durante o processo ou no caso de documentos relativos, por exemplo, à fase de construção dos nossos produtos, que devem ser conservados por um período mais longo de tempo devido a razões de responsabilidade do produto.  QUEM RECEBE SEUS DADOS?  Outras empresas do Grupo IAV  Dentro do Grupo IAV, determinados serviços são fornecidos centralmente pela IAV GmbH para todas as empresas do Grupo IAV. Isto aplica-se em particular aos seguintes serviços:  - Funcionamento do site.  - Newsletter, Automação, contato com a imprensa.  - Gestão de Relacionamento com o Cliente.  - Consultoria/Controle/Monitoramento/Previsão.  - Jurídico/ Conformidade/ Proteção de Dados.  - Gestão de riscos, segurança corporativa, gestão de auditorias, auditoria interna.  - Fornecimento de infraestrutura de TI, aplicativos de TI e serviços de TI.  - Serviços de RH.  A IAV GmbH processa dados pessoais para esses fins. Além disso, os dados também são processados na medida necessária por outras empresas do Grupo IAV, por exemplo, como parte da gestão de relacionamento com o cliente.  Foram celebrados acordos de proteção de dados entre as empresas do Grupo IAV. Se você tiver alguma dúvida sobre isso, entre em contato com nosso responsável pela proteção de dados.  Departamentos da IAV Brasil  Dentro da IAV Brasil, o acesso aos seus dados só deve ser fornecido aos departamentos/pessoas que o requeiram para os fins descritos.  Prestadores de serviços que nos apoiam  Iremos transmitir os seus dados aos nossos prestadores de serviços, por ex. nos campos de:   * Serviços de TI; * Desenvolvimento de serviços; * Serviços para eventos; * Correios e telecomunicações; * Assessoria financeira e contábil, assessoria jurídica; * Conformidade e proteção de dados; * Distribuição e publicidade; * Operação e manutenção de nosso website; * Bem como a comunicação.   Esses prestadores de serviços estão contratualmente obrigados a manter a confidencialidade e cumprir os requisitos da lei de proteção de dados. Os prestadores de serviços que são processadores assinaram um contrato correspondente, que garante que os dados serão processados ​​estritamente de acordo com nossas instruções.  Outros  Como parte do trabalho do projeto, também podemos transmitir dados para parceiros do projeto, como afiliados da IAV ou universidades.  Além disso, transmitimos os seus dados a autoridades nacionais (por exemplo, administração fiscal, polícia, Ministério Público, operadoras de segurança social) ou tribunais no âmbito das respetivas responsabilidades, se assim formos obrigados por lei ou por determinação judicial.  Também, nesses casos, transferimos seus dados apenas na medida em que isso for necessário para os respectivos propósitos.  **Você tem a obrigação de fornecer quaisquer dados?**  Na medida em que necessitamos de dados relacionados com a execução/tratamento da relação comercial, bem como os projetos, você é obrigado a disponibilizá-los, caso contrário não poderemos prestar os serviços que nos são devidos.  Se você for obrigado por lei a nos fornecer dados, indicaremos isso a você ao coletar os dados.  **Os dados são transferidos para um terceiro país?**  Tentamos evitar a transferência dos seus dados para um terceiro país.  No entanto, se ocorrer uma transferência porque, por exemplo, um prestador de serviços ou parceiro de projeto tem a sua sede num país terceiro, apenas transferiremos os dados se for assegurado um nível adequado de proteção de dados no país terceiro ou se as salvaguardas apropriadas (como acordos de proteção de dados e a existência de normas corporativas globais) podem garantir uma proteção adequada dos dados.  Por exemplo, nossos contratos com processadores geralmente contêm a conclusão das cláusulas contratuais padrão, de acordo com a LGPD, quando o processador está estabelecido em um terceiro país. Uma cópia dessas garantias será fornecida mediante solicitação. Por favor, use as rotas de contato mencionadas nesta política de privacidade.  QUE DIREITOS VOCÊ TEM E COMO PODE EXERCÊ-LOS?  A. Retirada do consentimento  Você pode retirar qualquer consentimento que tenha concedido ao processamento de seus dados a qualquer momento e com efeito para o futuro. Observe que a retirada não terá impacto na legalidade do processamento de dados anterior e que não se estende ao processamento de dados para o qual existe autorização legal e que, portanto, pode ser realizado sem o seu consentimento.  B. Outros direitos dos titulares dos dados  De acordo com art. 18 da Lei 13.709/2018 (LGPD) e se as condições forem cumpridas, você também terá os seguintes direitos:  Confirmação da existência de operações de tratamento de dados.  Acesso aos dados.  Correção de dados incompletos, inexatos ou desatualizados.  Anonimização, bloqueio ou eliminação de dados desnecessários, excessivos ou tratados em desconformidade com o disposto na Lei Geral de Proteção de Dados – LGPD (Lei 13.709/2018).  Portabilidade dos dados a outro fornecedor de serviço ou produto, mediante requisição expressa, de acordo com a regulamentação da autoridade nacional, observados os segredos comercial e industrial.  Eliminação dos dados pessoais tratados com o consentimento do titular, exceto nas hipóteses de cumprimento de obrigação legal ou regulatória pela IAV; estudo por órgão de pesquisa, garantida, sempre que possível, a anonimização dos dados pessoais; transferência a terceiro, desde que respeitados os requisitos de tratamento de dados dispostos a LGPD; ou uso exclusivo da IAV, vedado seu acesso por terceiro, e desde que anonimizados os dados.  Informação das entidades públicas e privadas com as quais a IAV realizou uso compartilhado de dados.  C. Formas de contato  Quando se tratar de dados tratados no Brasil, você pode reivindicar seus direitos por meio dos seguintes contatos:  Por correio para:  **IAV do Brasil Ltda.**  **Avenida das Nações Unidas, 22.351, 4° Andar - Santo Amaro**  **CEP: 04795-904 - São Paulo – SP – Brasil**  **T + 55 11 5687-6774**  **M brasil@iav.de**  Por e-mail para:  extern.cintia.correia@iav.de  cintiacorreia@adv.oabsp.org.br  D. Direito de peticionar à Autoridade Nacional ​​de Proteção de Dados - ANPD  Se você, por exemplo, considerar que o processamento de seus dados é ilegal ou que seus direitos descritos acima não lhe são concedidos na medida necessária, você tem o direito de apresentar uma reclamação à Autoridade Nacional de Proteção de Dados - ANPD.  COMO POSSO ESCLARECER DEMAIS DÚVIDAS?  Fale conosco por meio do e-mail cintiacorreia@adv.oabsp.org.br caso queira obter mais informações sobre o tratamento de suas informações pessoais. | This Privacy Policy was prepared with the aim of informing IAV Brazil business partners or their employees of how their personal information will be treated and protected when data processing is carried out in Brazil; when goods or services are offered to people located in Brazil, when the data of people located in Brazil are processed and/or personal data has been collected in Brazil, subjected to the General Data Protection Law – LGPD – Law nº 13.709/2018.  These provisions, together with the statements in the IAV Global Privacy Policy, explain our practices with respect to the Personal Information we collect and process, in addition to inform you about the rights you have in relation to the processing of your personal data.  INFORMATION ABOUT IAV  IAV GmbH is based in Germany:  **IAV GmbH Ingenieurgesellschaft Auto und Verkehr (“IAV GmbH”)  Carnotstraße 1**  **10587 Berlin**  Our representative in Brazil is:  **IAV do Brasil Ltda. (“IAV Brazil”)**  **Avenida das Nações Unidas, 22.351, 4th Floor - Santo Amaro**  **ZIP Code: 04795-904 - São Paulo – SP – Brazil**  **T + 55 11 5687-6774**  **M** [**brasil@iav.de**](mailto:brasil@iav.de)  If you have any questions about the processing of your data, your rights or about this Privacy Policy, please contact the Data Protection Officer of IAV Brazil:  **Data Protection Officer**  **Cíntia Serrano Correia**  **email: extern.cintia.correia@iav.de**  **cintiacorreia@adv.oabsp.org.br**  **Phone: 55 11 99119-8089**  COLLECTION AND PROCESSING OF PERSONAL DATA.  If you are our business partner or an employee of one of our business partners, we process your Data which we receive in the context of our business relationship with you or your employer.  These data are, in particular, processed when using our IT systems and if you or your colleagues have contact with our employees.  In this context, the following categories of data are processed by us:  **- Professional contact and organizational data:** e.g., name, first name, title, academic degree, gender, name of the company you work for, department, e-mail address, postal address, telephone number;  **- Data on professional circumstances:** e.g., job title, tasks, occupation, qualifications, advanced training and education, language skills, job-related assessments;  **- IT usage data:** e.g., user ID, roles and rights, login times, computer name, IP address, user-specific settings, change documentation, log data;  **- Online data:** e.g., IP address, location data, cookie data, data from analysis and tracking tools, websites accessed, log data;  **- Photos;**  **- Information on work resources received and allocation plans:** e.g., mobile phones, tablets, laptops, access authorizations;  **- Vehicle data:** e.g., model, make, registration number, driving behavior, position data, video and audio data during vehicle use;  **- Others:** In addition, we may process other Data that is provided within the interaction with our employees or Data that we have collected about you from publicly available sources (e.g., commercial register, credit agencies, press, publications) and statements with regard to data protection, such as declarations of consent to the processing of personal data. **Purposes and legal bases of data processing****Preparation, execution and termination of a business relationship between us and you or the business partner you work for**  In order to evaluate and preselect suppliers and to prepare audits in the field of quality management, we process in particular professional contact and organizational data.  For general communication, processing service contracts, appointment organization, event and participant management, billing between us and the business partner, bookkeeping and debt collection, reporting, administration, fulfilment of tax control and notification obligations, we process, in particular, your professional contact data.  Within the scope of project work (joint), we use databases and tools in which contact persons are stored and user accounts are created. In particular, we process professional contact data, online data and IT usage data.  We process the Data on the basis of the following legal bases:   * - Contract initiation and execution if you are in person our business partner (Art. 7, V sec. LGPD). * - Fulfilment of legal obligations (Art. 7, II, LGPD). * - Prevailing legitimate interests (Art. 7, IX sec. LGPD): Our legitimate interest lies in the functioning and practicable cooperation with our business partners.  **Generating and administering access authorizations to premises, buildings, test areas and issuing key cards and tokens** In order to issue visitor passes and access authorizations, identify visitors and authorized persons, administer visitors, issue entry and/or parking authorizations for visitor vehicles, we process, in particular, professional contact and organizational data, IT usage data, photos and other data relating to the resource handed over.  We process the Data based on the following legal bases:   * - Contract initiation and execution if you are in person our business partner (Art. 7, Inciso V, LGPD). * - Prevailing legitimate interests (Art. 7, IX, LGPD): Our legitimate interest lies in the protection of our business and trade secrets and our house rights by means of controlling the access rights to our buildings and premises.  **IT-Administration** In order to allocate IT system access, administration of authorizations, IT support, proof of changes to information in IT systems, unambiguous identification of the user for the secure operation of IT systems, detection and tracking of unauthorized access attempts and accesses, we process, in particular, professional contact data, online data and IT usage data.  We process the data based on the following legal basis:   * - Prevailing legitimate interests (Art. 7, IX, LGPD): Our legitimate interest lies in ensuring the security and integrity of the IT systems used, the troubleshooting, the tracking of unauthorized access and access attempts and the fulfillment of our obligations in the area of data security.  **Safeguarding and defending our rights and disclosure in the context of administrative/judicial measures** For the exercise and assertion of rights and claims, disclosure within the framework of national, administrative/judicial measures for the purposes of gathering evidence, criminal prosecution, for the execution of internal investigations, within the framework of legal defense, preparation of the assertion of claims and assertion of civil law claims, processing of enquiries of data subjects in accordance with the LGPD, we process, in particular, professional contact and organizational data, data on professional conditions, IT usage data, online data, photos, information on work resources received and allocation plans, vehicle data and other Data which can contribute to clarifying the facts of the case.  We process the Data based on the following legal bases:   * - Fulfilment of legal obligations (Art. 7, II, LGPD). * - Prevailing legitimate interests (Art. 7, IX, LGPD): Our legitimate interest lies in the assertion and defense of our rights and the fulfilment of legal and administrative requirements.  **Direct marketing** In order to carry out surveys, market analyses, to inform you about our competences and projects as well as to send out event invitations and Christmas post, we particularly process your professional contact data.  We process the data based on the following legal bases:   * - Consent (Art. 7, I, LGPD). * - Prevailing legitimate interests (Art. 7, IX, LGPD): Our legitimate interest lies in the optimization of our business processes and the long-term loyalty of our business partners.  **How long do we store your data?** We store your data as long as we need it for the specific processing purpose. We regularly store your data for at least the duration of the business relationship with you or the business partner you work for.  In addition, we store certain data for the duration of statutory limitation periods and as long as statutory retention stipulate.  Under certain circumstances, your data must also be retained for a longer period of time, e.g. if, in connection with an administrative or judicial procedure, a prohibition of data deletion is ordered for the duration of the procedure or in case of documents concerning, for example, the construction phase of our products must be retained for a longer period of time due to product liability reasons.  WHO RECEIVES YOUR DATA?  Other IAV Group companies  Within the IAV Group, certain services are provided centrally by IAV GmbH for all IAV Group companies. This applies in particular to the following services:  - Website operation.  - Newsletter, Automation, press contact.  - Customer Relations Management.  - Consulting/ Controlling/ Monitoring/ Forecasting.  - Legal/ Compliance/ Data Protection.  - Risk management, corporate security, audit management, internal auditing.  - Provision of IT infrastructure, IT applications and IT service  - HR Services.  IAV GmbH processes personal data for these purposes. In addition, data is also processed to the extent necessary by other IAV Group companies, e.g., as part of customer relation management.  Data protection agreements have been concluded between the companies of the IAV Group. If you have any questions about this, please contact our data protection officer.  IAV Brazil Departments  Within IAV Brazil, access to your data should only be provided to departments/persons that require it for the purposes described.  Service providers that support us  We will pass on your data to our service providers, e.g., in the areas of:   * IT Services; * Development services; * Event services; * Post and telecommunications; * Financial and accounting advice, legal advice; * Compliance and data protection; * Distribution and marketing; * Operation and maintenance of our websites; * As well as communication.   These service providers are contractually obligated to maintain confidentiality and comply with data protection law requirements. Service providers who are processors have signed a corresponding agreement, which guarantees that data will be processed strictly in accordance with our instructions.  Others  As part of the project work, we may also transmit data to project partners such as affiliates of IAV or universities.  In addition, we transmit your data to national (e.g., tax office, police, public prosecutor's office, social insurance carriers) or courts within the scope of their respective responsibilities, if we are obliged to do so by law or by order.  Also, in these cases we transfer your data only in so far as this is necessary for the respective purposes. **Do you have an obligation to provide any data?** As far as we need data in connection with the execution/handling of the business relationship as well as the projects, you are obliged to make them available, as otherwise we are not able to provide the services owed by us.  If you are obliged by law to provide us with data, we will point this out to you when collecting the data. **Are data transferred to a third country?** We try to avoid transferring your data to a third country.  However, if a transfer should occur because, for example, a service provider or project partner has its head office in a third country, we will only transfer the data if an adequate level of data protection in the third country is or if appropriate safeguards (such as data protection agreements and the existence of global corporate standards) can guarantee an adequate protection of data.  For instance, our contracts with processors usually contain the conclusion of the standard contractual clauses, according to LGPD, when the processor is established in a third country. A copy of these guarantees will be provided on request. Please use the contact routes mentioned in this privacy policy.  WHAT RIGHTS DO YOU HAVE AND HOW CAN YOU EXERCISE THEM?  A. Withdrawal of Consent  You can withdraw any consent you have given to the processing of your data at any time and with effect for the future. Please note that the withdrawal will have no impact on the lawfulness of the previous data processing and that it does not extend to data processing for which there is legal authorization, and which therefore may be carried out without your consent.  B. Other rights of data subjects  According to art. 18 of Law 13.709/2018 (LGPD) and if the conditions are met, you will also have the following rights:  Confirmation of the existence of data processing operations.  Access to data.  Correction of incomplete, inaccurate or outdated data.  Anonymization, blocking or elimination of unnecessary, excessive or processed data in violation of the provisions of the General Data Protection Law - LGPD (Law 13.709/2018).  Data portability to another service or product provider, upon express request, in accordance with the regulation of the national authority, observing commercial and industrial secrets.  Deletion of personal data processed with the consent of the holder, except in cases of compliance with a legal or regulatory obligation by IAV; study by a research body, guaranteeing, whenever possible, the anonymization of personal data; transfer to a third party, provided that the data processing requirements set out in the LGPD are complied with; or exclusive use of IAV, its access by a third party being prohibited, and provided that the data is anonymized.  Information on the public and private entities with which IAV shared data use.  C. Forms of contact  When dealing with data processed in Brazil, you can claim your rights through the following contacts:  By mail to:  **IAV do Brasil Ltda.**  **Avenida das Nações Unidas, 22.351, 4th Floor - Santo Amaro**  **Zip code: 04795-904 - São Paulo – SP – Brazil**  **T + 55 11 5687-6774**  **M brasil@iav.de**  By email to:  extern.cintia.correia@iav.de  cintiacorreia@adv.oabsp.org.br  D. Right to petition the National Data Protection Authority - ANPD  If you, for example, consider that the processing of your data is illegal or that your rights described above are not granted to you to the extent necessary, you have the right to file a complaint with the National Data Protection Authority - ANPD.  HOW CAN I CLARIFY OTHER QUESTIONS?  Contact us at cintiacorreia@adv.oabsp.org.br if you would like more information about the treatment of your personal information. |